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**1. Introducción**

La seguridad en los sistemas operativos es clave para prevenir vulnerabilidades que pueden ser explotadas por atacantes.

Este trabajo tiene como enfoque el escaneo de vulnerabilidades utilizando herramientas especializadas como Lynis, con el objetivo de

identificar debilidades del sistema y tomar conciencia sobre la importancia del monitoreo constante en la protección de la infraestructura informática.

**2. Marco Teórico**

El escaneo de vulnerabilidades es una técnica utilizada para detectar fallos de seguridad potenciales en un sistema.

Herramientas como Lynis permiten realizar auditorías de seguridad, revisando configuraciones, permisos, servicios activos, y otros aspectos del sistema.

Entre los conceptos clave se encuentran:

* Seguridad proactiva vs. reactiva
* Auditoría del sistema: revisión de logs, configuraciones y permisos
* Herramientas de escaneo: Lynis, ClamAV, Rkhunter
* Principios de hardening: reducción de superficie de ataque, cierre de servicios innecesarios
* Reportes de seguridad: interpretación de hallazgos y recomendaciones

**3. Caso Práctico**

Se instaló la herramienta Lynis en un entorno Ubuntu Server y se ejecutó un escaneo completo del sistema.

El comando principal utilizado fue:

sudo lynis audit system

El análisis arrojó un informe detallado con advertencias (WARN), sugerencias (SUGGESTION) y un puntaje de seguridad general.

Se identificaron configuraciones débiles, servicios innecesarios activos, y ausencia de algunas prácticas recomendadas de seguridad.

**4. Metodología Utilizada**

* Investigación de herramientas de escaneo disponibles en sistemas Linux.
* Instalación de Lynis desde repositorios oficiales.
* Ejecución del comando de auditoría general.
* Análisis e interpretación de resultados.
* Captura de pantalla del informe generado.
* Reparto de tareas: Chiappone Michael se encargó del entorno y pruebas, Campana Jonatan redactó el informe y armó el video.

**5. Resultados Obtenidos**

* Se generó un informe de auditoría detallado.
* Se detectaron vulnerabilidades comunes como servicios innecesarios activos o configuraciones por defecto.
* El sistema recibió un puntaje de seguridad intermedio (dependiendo del estado del entorno).
* Se entendió la importancia de revisar regularmente la seguridad del sistema operativo incluso si no se detectan incidentes visibles.

**6. Conclusiones**

El escaneo de vulnerabilidades es una práctica fundamental para la administración segura de sistemas operativos.

Herramientas como Lynis permiten anticipar problemas antes de que ocurran, mejorando la postura de seguridad de un sistema.

Este trabajo permitió explorar una técnica real utilizada por profesionales, reforzando la importancia de auditar sistemas de forma regular.
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**8. Anexos**

- Capturas de pantalla del informe de Lynis

- Fragmento del log generado (/var/log/lynis.log)

- Enlace al video explicativo (a completar)